
JOURNAL OF INFORMATION SCIENCE AND ENGINEERING 17, 959-965 (2001)

959

Short Paper_________________________________________________

A New Method for Constructing Multiple Assignment
Schemes for Generalized Secret Sharing

GWOBOA HORNG

Institute of Computer Science
National Chung-Hsing University

Taichung, 402 Taiwan
E-mail: gbhorng@cs.nchu.edu.tw

A secret sharing scheme is a way of protecting a secret by distributing partial in-
formation to a set of participants P in such a way that only authorized subsets of P can
recover the secret. The family of authorized subsets is called the access structure of the
scheme. In 1979, threshold schemes were proposed to realize threshold access struc-
tures, and in 1987, multiple assignment schemes were proposed to realize monotone ac-
cess structures. In this paper, we propose a new method for constructing multiple as-
signment schemes. Basically, our construction method is a combination of the thresh-
old scheme and the cumulative scheme. We also show that the new method yields bet-
ter results for some special access structures.
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1. INTRODUCTION

A secret sharing scheme is a way of protecting a secret, K, by distributing partial
information to a set of participants, P = {P1, P2 ,…, Pn}, such that only authorized subsets
of P can recover K, but any unauthorized subset can not recover K. Such schemes are
useful for protecting important secret data, such as cryptographic keys, from being lost or
destroyed. They are also useful for constructing shared control schemes and fault tol-
erance schemes. Secret sharing schemes have been extensively investigated since their
invention in 1979. A detailed bibliography can be found at Stinson’s homepage [1].

The secret K is known to a special person called the dealer. The dealer breaks K
into pieces, called shares, and distributes a subset of the shares, called shadows, to each
participant in such a way that

1. if P' ⊆ P is an authorized subset of participants, then the participants in P' can recon-
struct K from their shadows;
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2. otherwise, they cannot reconstruct K from their shadows.

Let K be the set of all possible secrets. Let S be the set of shares, and let Si ⊂ S be the
shadow distributed to participant Pi. Then the distribution of shadows to participants
can be viewed as a function G : P � 2S such that G(Pi) = Si. This function is called an
assignment function [2]. We shall assume throughout this paper that P, K, and S are all
finite sets. A secret sharing scheme is perfect if any unauthorized subset of participants
can determine nothing about the value of K other than K∈K. The family of authorized
subsets is called the access structure, A, of the scheme. That is, A = {Q : Q ⊆ P and the
participants in Q can recover the secret K from their shadows}. An access structure A is
said to be monotone if A∈A then∀B such that A ⊆ B ⊆ P, B∈A. An authorized subset
A is minimal if ∀ B ⊂ A, B∉A. The set of all minimal authorized subsets of access
structure A is denoted by A0. An unauthorized subset B is maximal if ∀A ⊃ B, A∈A.
The set of all maximal unauthorized subsets of access structure A is denoted by B0. We
assume that ∀Pi ∈P, ∃ Q∈A such that Pi ∈Q. That is, P =�Q∈AQ. A formal defi-
nition of secret sharing schemes can be found in [3]. Secret sharing schemes can be
constructed from a variety of mathematical structures and properties, such as polynomi-
als [4], finite geometries [5], and combinatorial designs [6].

2. THRESHOLD SCHEMES AND MULTIPLE ASSIGNMENT SCHEMES

Shamir [4] and Blakley [5] proposed methods to construct perfect secret sharing
schemes such that |S| = |P| and |Si| = 1 for i = 1, 2, ..., n. Such schemes are also called (t,
n)-threshold schemes for some threshold value t such that 1 < t ≤ n, where n = |P|.
They can be used to realize the threshold access structures A = {Q : Q ⊆ P and |Q| ≥ t}.

Secret sharing for general access structures was studied by Ito et al. [7]. Let A be a
monotone access structure, and let m be the number of maximal unauthorized subsets,
that is, m = |B0|. Ito, Saito, and Nishizeki proposed a realization of A, called a multiple
assignment scheme, using an (m, m)-threshold scheme [2]. Their construction estab-
lishes a one-to-one correspondence between the set of all shares S = {u1, u2,…, um} and
the set of all maximal unauthorized subsets B0 = {B1, B2, … ,Bm} by associating ui with Bi.
Then participant Pi is given a subset Si ⊆ S such that Si = {uj : Pi∉Bj, 1 ≤ j ≤ m}.
That is, G(Pi) = Si, where Si = {uj : Pi∉Bj, 1 ≤ j ≤ m}. In [2], the authors show that
∀A∈A,�Pi∈A Si = S and∀B∉A, ∃s∈S such that s∉�Pi∈B Si. A multiple assign-
ment scheme is also called a cumulative scheme in [8-11]. The construction scheme is
illustrated by the following example:

Example 1. Let P = {P1, P2, … , P7}. The access structure A consists of all the subsets
with 3 or more participants except the following three subsets {P4, P5, P7}, {P4, P6, P7},
and {P5, P6, P7}. Then it is easy to see that |B0| = 18 and we can construct a multiple
assignment scheme which is basically a (18, 18)-threshold scheme. �

Benaloh and Leichter [12] also presented an elegant construction based on a mono-
tone circuit for any monotone access structure. Their basic approach is to build a
monotone circuit from the access structure and then assign a value to every wire in the



METHOD FOR CONSTRUCTING MULTIPLE ASSIGNMENT SCHEMES 961

circuit such that the output wire of the circuit is the secret K. Then each participant is
given the shares corresponding to the values of the wires connecting to him. When an
authorized subset A wants to reconstruct the secret, the participants in A need to know the
circuit, that is, the access structure, used by the dealer to assign shares, and need to know
which shares correspond to which wires of the circuit.

An advantage of multiple assignment schemes over monotone circuit constructions
is that the access structure is not required during secret reconstruction by an authorized
subset. However, the threshold value may be very large even for a very simple access
structure. For example, we need C(n, t �1) = n!/((t �1)!(n �t + 1)!) shares to real-
ize a threshold access structure with threshold value t based on multiple assignment
construction since the number of maximal unauthorized subsets is C(n, t �1). In fact,
two open problems were proposed in [2]:

1. Is it possible to reduce the number of shares used in constructing a multiple assign-
ment scheme if we use a (k, m) threshold scheme, where k is not necessarily equal to
m?

2. Is it possible to characterize the access structures which can be realized by a multiple
assignment scheme in which the number of shares used is linear to that of the partici-
pants?

In the following sections, we will give partial answers to these questions.

3. NEW CONSTRUCTION

Let n > 1 and P = {P1, P2,…, Pn} be the set of all participants. Let A ⊆ 2P be a
monotone access structure, let A0 be the set of all minimal authorized subsets, and let B0

be the set of all maximal unauthorized subsets. Let t = min A∈A0 {|A|}, At = {A : A∈A0

and |A| > t}, and let Bt = {B : B∈B0, |B| ≥ t, and � A∈A0 such that B ⊂ A}.
Let At = {A1, A2, …, Aa}, and let Bt = {B1, B2, …, Bb}. Let αi = |Ai| �t, for all 1 ≤

i ≤ a, and let βj = |Bj| �t + 1, for all 1 ≤ j ≤ b. Then it is easy to see that αi ≥ 1
and βj ≥ 1 for all 1 ≤ i ≤ a and 1 ≤ j ≤ b since |Ai| > t and |Bj| ≥ t by defini-
tion.

Let m = n + α + β, and let k = t + α + β where α = ∑ =

a

i 1 αi and β = ∑ =

b

j 1 βj. In the
following, we will show how to construct a multiple assignment scheme realizing A

based on a (k, m)-threshold scheme. Let S be the set of shares, and let |S| = m. S is
partitioned into three subsets U, V, and W such that U = {u1, u2, …, un}; V = U

b

j 1= Vj,
where |Vj| = βj and Vj�Vk = Ø for j ≠ k, 1 ≤ j, k ≤ b; and W = U

a

i 1= Wi, where |Wi| =
αi and Wi�Wk =�Ø for i ≠ k, 1 ≤ i, k ≤ a.

Define a function F : 2P � 2S such that

if C =�Pi�for 1 ≤ i ≤ n

if C = Bj for 1 ≤ j ≤ b

F(C) = if C = Ak for 1 ≤ k ≤ a

otherwise.
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The share assignment function G : P � 2S is defined as follows:

G(Pi) = F({Pi}�(�Pi∉Bj) F(Bj))�(�Pi∉Aj F(Aj)).

In the following, we will show that the multiple assignment scheme based on this
share assignment function realizes the given access structure A and is basically a (k,
m)-threshold scheme.

For C ⊆ P, let TC = �Pi∈C G(Pi).

Lemma 1. For all A∈A0, |TA| = t + α + β.

Proof: Since A∈A0, we have |A| ≥ t. If |A| = t; then ∀Ai∈At, Bj∈Bt, A � Ai and A

� Bj. Hence, there exist participants Pc and Pd in A such that Pc∉Ai and Pd∉Bj.
Therefore, Wi ⊆ G(Pc) and Vj ⊆ G(Pd). That is, Wi ⊆ TA and Vj ⊆ TA for all 1 ≤ i ≤ a
and 1 ≤ j ≤ b. Furthermore, |TA�U| = |A| = t. Therefore, |TA| = t + α + β.

If |A| > t, then A∈At. Therefore, A = Al for some 1 ≤ l ≤ a. Hence, ∀Ai∈At,
Bj∈Bt such that i �l, and we have A � Ai and A � Bj. Hence, there exist participants
Pc and Pd in A such that Pc∉Ai and Pd∉Bj. Therefore, Wi ⊆ G(Pc) and Vj ⊆ G(Pd).
That is, Wi ⊆ TA and Vj ⊆ TA for all 1 ≤ i ≤ a, i � l, and 1 ≤ j ≤ b. Furthermore,
|TA�U| = |Al|. Therefore, |TA| = |Al| + α �αl + β = |Al| + α �(|Al | �t) + β = t + α + β.�

Lemma 2. For all B∈B0, |TB| < t + α + β.

Proof: If |B| < t, then |TB�U| = |B| < t. Hence, |TB| < t + α + β.
If |B| ≥ t, and B∉Bt then B ⊂ Al for some 1 ≤ l ≤ a. Therefore, |TB| ≤ |B| +

β + (α �αl) ≤ t + α + β �1 since Wl � TB and |Wl| = αl �1.
If |B| ≥ t and B∈Bt, then B = Bl for some 1 ≤ l ≤ b. Therefore, |TB| ≤ |B|

+(β �βl) + α = t + α + β �1 since TB�Vl = Ø and βl = |B| �t + 1. �

Based on Lemma 1 and Lemma 2, we have the following theorem.

Theorem 1. The multiple assignment scheme based on the share assignment function G
is a (k, m)-threshold scheme realizing the given monotone access structure A.

Proof: If A∈A, then there exists an A'∈A0 such that A'∈A. Therefore, by Lemma 1,
|TA| ≤ |TA'| = k, and the participants in A can recover the secret from their shadows.

If A∉A, then there exists an B∈B0 such that A ⊆ B. Therefore, by Lemma 2, |TA| ≤
|TB| < k, and the participants in B can not recover the secret from their shadows. �

Example 2. In this example, we will illustrate use of this new construction scheme by
returning to the access structure of Example 1. Based on A0 and B0, we have t = 3, At =
Ø, and Bt = {{P4, P5, P7}, {P4, P6, P7}, {P5, P6, P7}}. Following the above notation, we
can construct a multiple assignment scheme realizing the given A as follows. Let U =
{u1, u2, …,u7} and V = {v1, v2, v3}. Based on the construction, we have G(Pi) = {ui, v1,
v2, v3} for i = 1, 2 or 3, G(P4) = {u4, v3}, G(P5) = {u5, v2}, G(P6) = {u6, v1}, and G(P7) =
{u7}. It is easy to verify that the participants of an authorized subset together hold at
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least 6 shares. For example, participants P2, P4, and P6 hold six shares together, namely,
u2, u4, u6, v1, v2, and v3. However, the participants of an unauthorized subset together hold
at most 5 shares. For example, the participants in the unauthorized subset {P5, P6, P7}
hold only five different shares, namely u5, u6, u7, v1, v2. Therefore, the access structure
can be realized by means of a multiple assignment scheme which is basically a (6,
10)-threshold scheme. �

Example 3. Let us consider a different access structure by modifying A slightly. Assume
that the new access structure A' consists of all the subsets with 3 or more participants
except for the following four subsets: {P4, P5, P6}, {P4, P5, P7}, {P4, P6, P7}, and {P5, P6,
P7}. Then t = 3, A't = {P4, P5, P6, P7}, and B't = Ø. Therefore, we have the following share
assignment function: G(Pi) = {ui, w1} for i = 1, 2, 3, and G(Pj) = {uj}, for j = 4, 5, 6, 7.
The constructed multiple assignment scheme is basically a (4, 8)-threshold scheme. Note
that this access structure will be realized by a (19, 19)-threshold scheme based on the
construction of Ito et al. �

4. DISCUSSION

Basically, our construction approach is a combination of the threshold scheme and
the cumulative scheme. The total number of different shares held by the participants of
an authorized subset must consist of all the β shares in the set V together with at least α +
t out of the α + n shares in the sets W and U. The threshold access structure is a special
case of the general access structure with α = β = 0. Based on our construction, the mul-
tiple assignment scheme realizing the threshold access structure is exactly the same as
the threshold scheme.

In [13], Sun and Shieh proposed a construction for perfect secret sharing schemes
with improved lower bounds on the information rate for uniform, generalized access
structures of constant rank. An access structure is uniform if every minimal qualified
subset has the same cardinality, and if the rank of an access structure is the maximum
cardinality of a minimal qualified subset.

The examples gives in the previous section show that our new construction im-
proves the total number of shares for realizing the given access structures. In general, if
a given access structure is close to the one which a threshold scheme realizes, then our
new scheme tends to use a much smaller number of shares than the original multiple as-
signment construction [2]. In the following, we will show that our scheme yields better
multiple assignment schemes for cases where α = 0 and β is small.

Let A be a uniform monotone access structure such that A0 consists of subsets of
exactly t participants, and such that the set of all maximal unauthorized subsets B0 of A
can be partitioned into two subsets V1 and V2, where V1 = {v∈V : |v| = t} and V2 = {v∈V :
|v| = t �1}. Note that |V1| = β. Based on the construction described in the previous
section, there is a (t + β, n + β)-threshold scheme realizing the access structure A.

When β is small, our construction will yield a scheme with a smaller threshold value

than that of the multiple assignment scheme proposed by Ito et al. [2]. For example, if

β = 1 then |V1| = 1 and |V2| = 








−1t

n
�t. Therefore, the threshold value of the scheme
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proposed by Ito et al. is 1 + 








−1t

n
�t, whereas, the threshold value of our scheme is only

t+1.
We can derive the largest value of β such that our construction will always yield a

scheme with a smaller threshold value. Let b = |V|. Among the 








−1t

n
subsets of P

with cardinality t �1, there are at most β 








−1t

t
= βt subsets that are not maximal unau-

thorized subsets. Hence,

|V2| ≥ 








−1t

n
�βt.

Therefore,

b = |V1| + |V2| ≥ β + 








−1t

n
�βt.

Based on the construction proposed by Ito et al., the threshold value is b. Our
construction will have a smaller threshold value if t + β < b. That is,

t + β + ≤ β + 








−1t

n
�βt.

Therefore, when

β < 








−1t

n
�1,

our construction will yield a scheme with a smaller threshold value than will the original
multiple assignment scheme.

5. CONCLUSIONS

In this paper, we have proposed a new method for constructing a multiple assign-
ment scheme for any monotone access structure. Basically, our method is a combina-
tion of the threshold scheme and the original multiple assignment scheme proposed in [2].
We have also shown that our method yields better results than the original multiple as-
signment construction for some special access structures.
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